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Preface

On granting the Doctoral Degree to the individualentioned below, abstracts of their
theses and the theses review results are herewithcfy announced, in according to the
provisions provided for in Article 8 of the Rulingf Degrees (Ministry Of Education
Ordinance No.9, enacted on April 1, 1953)

The Chinese characterif”, at the beginning of the diploma number represehat an
individual has been granted the degree in accoedanth the provisions provided for in
Paragraph 4-1 of the Ruling Of Degrees (what inedatKatei Hakase,” or the Doctoral

Degree granted by the University at which the gganwas enrolled.)
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Abstract

This work is a part of the filmification of methotkschnology research and development, which is
based on the visual algorithm representation uamglgorithmic CyberFilm concept. Accordingly,
each frame of this film/movie should visualize/aat;mn a corresponding step of a
program/algorithm execution. Within this technologp specify a film-based algorithm it is
necessary to define space structures and tra\aisames for visiting nodes of those structures. In
this dissertation, the main features of the filoation paradigm are also shown, however the focus
is on the multipleriew of the algorithmic film components and theemdion of a set of these
components, on the automatic creation of templatgrams and the introduction of special data
structures, as well as on formula representatiodsexecutable code generation.

A special multimedia formula language with highdégonstructions and operators is developed in
order to make the programming process more efficén comfortable. This language allows the
specification of formulas based on distinguishitg tcontrol-flow formulas and computational
formulas, their syntax and semantics. Another irtgpur feature of the proposed language is
multimedia representations of the arithmetical alogical expressions including enhanced
text-based terms, tables, images and stencils. [&hguage is supported by a special environment
with GUI components for the structure definitiondavariable declaration, control-flow formulas
specification and computational formulas attachmiewblved. Four stages in the movie-based
program design are proposed: 1) creating the dlgoirc movie; 2) attaching computational
formulas with design-time debugging; 3) generatiagd running the executable code of
movie-based program on a target machine with mme-tdebugging and 4) exporting algorithmic
films to the algorithmic film library. An importarieature of the proposed debugging process is that
debugging operations can be implemented at any sthghe movie/program design. Examples of
movie-based algorithms and their practical testig,well as results of corresponding numerical
experiments are discussed.
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Abstract

Owing to the lack of ease of access to ECG datatdacin geographically distributed hospitals,
medical practice using serial electrocardiogram@iE&nalysis has not so far been extensively used.
Motivated to address this problem, we develop ahitecture for cross-hospital access to ECG data.
This architecture is aimed at enabling the discpward retrieval of a particular patient's ECGs
distributed across a number of ECG data sourcesigira common Web portal.

The architecture adopts a metadata-based approafacititate the discovery and retrieval of a
particular patient's ECG data across multiple diagga ECG data sources. We present a metadata
model for ECG data discovery and retrieval, andBR& registry that provides ebXML-based Web
services for publishing and discovering ECG datagithe metadata model.

The architecture also proposes a framework foriphislg the ECG data with the ECG registry
from an ECG data source. In order to achieve iperability with disparate ECG data sources, the
framework introduces the concept of Generic ECG r&»ulLayer (GESL), which is the
Web-services-based interface to an ECG data sdarbé&le data-source-specific characteristics in
data access mechanisms and provide adequate aaqesslity for ECG data query and retrieval.
Moreover, the framework has an access control nmeshmbased on XACML and SAML to address
the privacy and security issues related to the sscde an ECG source. The access control
mechanism can protect ECG data in an ECG dataedumn disclosure to both the individuals who
have no job-related need to access them and thheehave been denied the privilege to access
them by a patient’s privacy consent.

The architecture is evaluated through the impleatén of an experimental scenario. It is shown
that the architecture provides an effective anttieffit registry-based approach to support access to
disparate ECG data sources.

Then we make a further study on federated seardhretnieval of a particular patient's ECG data
in the context of multiple ECG registries. We prasan efficient federated search model that treats
the common patient identity service as a centrdéinto direct a user query to a set of candidate
ECG registries.

Our study demonstrates a significant effort to iayerease of cross-hospital access to ECG data.
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Abstract

Atrial Fibrillation (AF), a common and complicated superventricular
tachyarrhythmia, is becoming prevalent and its complications such as stroke may
cause a substantial mortality. Feasible drug and non-drug therapies can effectively
ameliorate the prognosis of AF, but neither interventional nor surgical therapies are
satisfatorily effective to cure AF, because of the depolaziation activies of the atria
during AF are chaotic. Therefore it is important to understand the mechanism of AF’s
trigger and substance from clinical and theoretical points of view by medical
professionals and engineers.

In this dissertation, two of our contributions to the study of AF are presented. The
first issue is relative to a clinical respect of AF, that is presenting a novel interpolation
method to epicardial potential mapping technique for measurement of atrial
fibrillation. This method is based on the alignment of the activation time of local
myocardium. Through evaluating with the data of animal experiments, our method got
a precision 6% higher than the traditional B-spline interpolation method. The second
issue is relative to a theoretical aspect of AF study, that is presenting a computer
model for simulations of AF. This model is based on the anatomic data from
BodyParts3D database (http:/lifesciencedb.jp/bp3d/) developed by Research

Organization of Information and Systems, Japan National Institute of Genetics.

In the animal experiment, reloaded the new interpolation method, we successfully
observe an onset of AF lasting for 25 m and 40 s by delivering electrical stimulation in
the vagal ganglia and measured the corresponding epicardial electrograms. The
animal experimental results are in accordance with Scherlag et al.’s study, i.e., one or
more foci are generated at the beginning of AF, and finally AF changes to the
reentry-maintained one. According to the literature retrieving, the electrophysiological
remodeling might acts as the substance of the triggering and mantaining of the
macro-reentry, but the relationship between them is remained to be testified.

Therefore, we conducted the computer simulation by setting two boost trains of
pacing at the opening of the pulmonary vein and the inferior vena cava, thus obtained
a foci-triggered AF, one was first driven by foci and changed to the reentry maintained.
The simulation result conforms to those of our animal experiments and proves the

relationship between electrophysiological remodeling and macro-reentry
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Abstract

Nowadays, more and more electronic documents are available on the internet. To deal
with such large amount of information, it is natural to classify them into several
categories. However, most online documents are unlabeled. Many existing learning
algorithms could not be applied directly. Semi-supervised learning is proposed to solve
this problem. The method is a combination of unsupervised learning algorithm and
supervised learning algorithm. A semi-supervised learning system could start from an
unlabeled document set, and learn user’s intention step by step.

In this thesis, several learning methods and algorithms are proposed for
semi-supervised learning. The most important feature of these proposed algorithms is
fast. Since each method has its own relative merits, the key point is to find a balance
from them. Experimental results show that the performance of these proposed
algorithms are better than existing classic learning algorithms.

I also developed a system which could help user to organize these algorithms. Based
on fast learning algorithm, user could analysis document set effectively and efficiently.
This is a long term research of our laboratory and is names as “The Cyber- Eye System”.
Although the system has not been completed yet, necessary components and concepts in
the Cyber-Eye system are described. This thesis includes the structure, flow chart,
learning algorithms, visualization algorithms and graphic interface of the Cyber-Eye

system.
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Abstract

Recently, the micro-electro-mechanical system (MEMfas applied to a variety
applications. And the wireless sensor networks (\W)Siélies on it to work. The WSNs
adopt MEMS technology and do not rely on any prpkalged network architecture. It thus
communicates via a self-organization protocol totomomously aggregate into
collaborative, peer-to-peer networks. A wirelesasee networks is composed of a large
number of low-cost sensor nodes; each sensor ndaithelimited battery power, limited
memory storage, limited data processing capacity emited short radio transmission
range. Now WSNSs can be operated to variety appbicasuch as disaster response, factory
monitoring, medicine and health care and intelligeouse control in civil scenarios. To
deploy a WSN, the sensitive data must be protegeaperly. Therefore, the key
management scheme for WSNSs is very important.

However, due to the limited resources of sensomventional asymmetric key
cryptosystem cannot be applied in WSNs. And sensmdes often are deployed in
unattached area; the adversary may be able toyeespture the sensor devices to
compromise their stored sensitive data and commatioit keys. To establish security
channel between sensor nodes, many related keygearemt schemes for WSNs have
been proposed, but these schemes are either iratficnsecure or unable to provide full
connectivity.

In real applications, new network devices need éoadded into an already deployed
network from time to time in order to replace tlwver-exhausted or compromised devices
such that the performance of the whole network wounbt significantly degrade.
Moreover, using single pair-wise key between sedswices in long term may easily incur
the brute-force attack. Hence, rekeying issuanedsis an important topic to design secure
protocols for WSNSs.

Many service applications of Vehicular Ad-hoc NET® (VANETS) require privacy
and secure data communications. For improvemeningrisafety and comfort, each driver
will regular broadcast routine traffic-related stainformation. Without the security and
privacy guarantee, attackers could tracking theterested vehicle by collection traffic
message. Hence, anonymous message authenticati@m isssential requirement of
VANETs. However, when a driver who is involved indespute event of safety message,
the certificate authority should able to recovex thal identity of vehicle.

To deal with the problem of security wireless netygp several schemes have been
proposed in this thesis.

1. Key Agreement: Key agreement problem is fundaaierequirement for secure

WSNs. Hence, we first propose a key distributiorthod for establishment of secure key

between sensor devices. Compare with other propasal method provides full

connectivity of network and completely defends agaithe node capture attack. The
simulation results show our scheme reduces thagtoand communication overhead.

-12-



2. Addition of New Sensor Nodes: A well key manageifor WSNs needs to achieve
robustness against the node capture attack andicaddif new sensor devices for the
renewable WSNs at same time. Hence, based on guprdeedistribution scheme, we
develop a method to support key distribution fonewable WSNs. Performance and
security analysis result our proposal is more gffit and secure compare with other
existing schemes.
3. Rekeying Problem: When the WSNs run for a langetusing a fixed key, it increases
the probability for the adversaries to compromise key by analyzing of adequate
messages from eavesdrop or captured nodes. Thysopese two rekeying schemes to
update the group key and pairwise key, respectivelympared existing schemes, our
rekeying method possesses the following featurgsijlistness to the node capture
attack, (2)reactive rekeying capability to maligonodes, and (3)low communication
and storage overhead.
4. Anonymous authentication: To deal with the issfigrivacy authentication secure
protocol with condition authority traceability inANET, we proposed a new secure
scheme elliptic curve based chameleon hashing. @oenwith existing schemes, our
approach possesses the following features: (1)rhwtnd anonymous authentication,
(2)unlinkability, (3)authority tracking and (4)effency. We demonstrate the merits
through extensive analysis in terms of security p@dormance.

Keyword: Wireless sensor network, Vehicular Ad-hoetworks, Key management,

Rekeying, Node addition, Conditional privacy, Ch#oe hashing, Security
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